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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References
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3
Rationale

Exposing management capabilities of a communication service instance (CSI) is discussed as a potential use case in Clause 5.8 and Clause 5.10 of 3GPP TR 28.805 [1]. This contribution proposes to add the corresponding potential solution. 
4
Detailed proposal

6.X
Solution for exposure of communication service instance management capability
1. The CSC sends a request to the CSP for service management capability exposure.

2. Based on the the request the CSP checks the authorization level of the customer.
a. If the authorization level of the CSC is suitable for the requested exposure, the CSP sends an initial acknowledgement to the CSC.
b. If the authorization level of the CSC is insufficient, the CSP sends a message to CSC indicating that the exposure cannot be provided. CSC may request to increase the authorization level, and that may require updating the SLA. 
3. CSP makes necessary changes with the resource and service facing aspects of CSMF to allow the CSC to obtain requested management exposure. 

4. CSP sends a message to CSC to indicate the exposure interfaces are ready. 
a. The message may include information on the interfaces.
b. Note that management exposure may imply information exposure. Hence, additional interfaces for providing information to CSC may also be provided.

